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BY HAND DELIVERY 

Ms. Marlene H. Dortch 
Office of the Secretary 
Federal Communications Commission 
445 12th Street, SW 
Washington, DC 20554 

Re: EB Docket No. 06-36 / EB-06-TC-060: Certification of CPNI Filing 
February 6,2006 

Dear Ms. Dortch: 

REACH Services USA, Inc., through counsel, respectfully submits the enclosed 
Customer Proprietary Network Information Certification for filing in EB Docket No. 06-36 and 
EB-06-TC-060. If you have any questions regarding this filing, please contact the undersigned at 
(202) 887-1234. 

Siqcerel y, 

Enclosure 

cc: Byron McCoy, Telecommunications Consumers Division, 
Enforcement Bureau, FCC 

DCOl /BARAW244248.1 

http://leydrye.com


Customer Proprietary Network Information Certification 

I, Steven Parillo, Vice President of Finance of REACH Services USA, Inc. (“REACH”) have 
firsthand knowledge of the procedures that REACH has implemented to comply with the Federal 
Communications Commission’s rules pertaining to safeguarding customer proprietary network 
information (“CPNI”). REACH previously certified on January 27,2006 (see Attachment A) 
that it is in compliance with applicable CPNI requirements. I hereby certify that REACH has 
established procedures that are adequate to comply with the Commission’s CPNI rules set forth 
in section 64.2001 et seq. I relied on Attachment A in making th s  certification. 

Signature 



Customer Proprietary Network Information Certification 
Attachment A 

REACH Services USA, Inc. (“REACH”) has established policies and procedures to comply with 
the Federal Communications Commission’s (“FCC”) rules pertaining to the use, disclosure, and 
access to customer proprietary network information (“CPNI”) set forth in section 64.2001 et seq. 
On November 1 , 2001, REACH entered into a national security agreement with the Department 
of Justice (“DOJ”) and the Federal Bureau of Investigation (“FBI”) that includes a provision 
requiring REACH to comply with the FCC’s CPNI rules. Pursuant to the terms of the national 
security agreement, REACH has submitted an Annual Report to the DOJ and FBI that REACH is 
in compliance with the national security agreement, including the provision requiring compliance 
with the CPNI rules. REACH submitted its most recent certification in its Annual Report dated 
January 27,2006. REACH submitted this certification to the DOJ and the FBI under a request 
for confidential treatment, and REACH will submit a copy of this certification to the FCC upon 
request after the establishment of appropriate procedures to protect the confidential status of this 
certification. 

REACH’s compliance policy manual specifically requires REACH personnel to comply with all 
FCC rules and regulations governing access to and storage of CPNI. REACH has trained its 
personnel in the appropriate use of CPNI and will implement disciplinary measures for failure to 
use CPNI in accordance with REACH’s policy. In accordance with REACH’s policy, REACH 
does not use CPNI for any marketing purpose other than to market services to customers within 
the same category of service to which they already subscribe. REACH may use CPNI as 
required to render services and to bill for such services. REACH does not share CPNI with 
affiliates or third parties. REACH offers no telecommunications services to end-user 
subscribers; rather, REACH offers only wholesale services to other providers. 


